
 

 

 

Privacy statement IRP 

We think we meet all (future EU) regulations concerning privacy: The users of our 

web-applications can at all times see their own personal information and sometimes 

manage their personal data. If you think we can do better or we are violating any 

regulations or laws, please let us know. Contact information can be found at IRP.nl 

(see contact). 

IRP is working hard to protect your privacy. We have many years of experience 

building secure web applications for prominent agencies and organizations. Our 

systems are built with Spring MVC (Java technology) and we use the Spring security 

framework. This framework is very widely used by large enterprises, and one of the 

best technologies out there for developing secure and robust web applications.  

In most IRP web applications security regulations can be set and altered by 

administrators. For example made more strict for everyone (role – based) who has 

access to privacy sensitive information. Think of: IP-validation, the use of a token, 

TOTP, etc. 

We provide administrators with information and tools to delete or anonymize personal 

information, the moment this information is no longer necessary, or the storage is 

violating privacy regulations and laws. This process can, on request, also be automated 

Information is not used for any other purpose than facilitating the goal of the 

webservice. 

We only use (necessary) cookies for session-management.  

Privacy regulations and laws demand that you agree to these terms.  

 

If you would, by any chance, find any privacy issues or security issues, please inform us immediately. Do not use or 

spread the information, until you are sure we took appropriate measures. Contact information can be found at IRP.nl  

 


